
 

 

 

 

 

 

Fall September 2018  

Member Connection 
 

 

Please Join us on 

Thursday, October 18, 

2018 for  

international credit 

union day. 

Enjoy refreshments 

and surprises for kids! 

11:00AM-3:00pm 

 

Mobile Banking 
 

View Balances 
View Transaction History 

Transfer Funds  
Pay Bills 

 

East side Branch 
 

Visit the shared branch  
location at  

2993 N. Webb Road 
(K-96 and Webb Road) 

for transactions, apply to for loans, open a 
new account and more! 

 

 

 

Rates as low as 

3.10% APR 

Credit Union Auto  

Financing at the  

Dealership! 
  

Catholic Family can approve your  
auto loan at the credit union or while you’re at 

the dealership. 
 Call the Loan Department at (316) 264-9163 

for more information.  



 

 

 

 

 

 

 

 

 

 

 

   

   

Columbus Day  Monday October 8th 

Veterans Day Monday November 12th  

Thanksgiving Day Thursday November 22 

Holiday Closings 

717 N. Socora Street 
Wichita, KS  67212 
 
2993 N Webb Road 
Wichita, KS 67226 
 
(316) 264-9163 · FAX (316) 264-9197 

1-800-264-9163 
 
Lobby Hours 
9 a.m. - 5 p.m. Monday - Friday 
9 a.m. - 12 Noon Saturday 
 

LOAN RATES AS LOW AS 
 

3.10% APR     New & Used Autos 
 3.10% APR based on approved credit for 36 months. 
 

6.50% APR     New Recreational  

                         Vehicles, Boats and  

                         RVs 

 

3.25% APR      Savings Secured 
Above Dividend Rate 

 

9.50% APR      Signature Loan 

 

9.9% - 18% APR  VISA 
 

APR= Annual Percentage Rate 

Rates Effective 04/1/18. Subject to change without 

notice. Please call for current rates. 

Check out The Catholic 

Family Federal Credit  

Union’s Facebook page! 
Where you can! 
 
• Keep updated on Catholic Family 

Federal Credit union events! 
• Get to know the staff and crew. 
• Read informative articles. 
 

Credit Card Fraud 
Credit card fraud is the unauthorized use of a credit or debit card, 

or similar payment tool (ACH, EFT, recurring charge, etc.), to fraudu-

lently obtain money or property. Credit and debit card numbers can 

be stolen from unsecured websites or can be obtained in an identity 

theft scheme. Visit the FBI's Identity Theft webpage for additional in-

formation. 

 

Tips for Avoiding Credit Card Fraud:  
 

• Don’t give out your credit card number online unless the site is secure and reputable. Sometimes a 

tiny icon of a padlock appears to symbolize a higher level of security to transmit data. This icon is 
not a guarantee of a secure site, but provides some assurance. 

• Don’t trust a site just because it claims to be secure. 

• Before using the site, check out the security/encryption software it uses. 

• Make sure you are purchasing merchandise from a reputable source. 

• Do your homework on the individual or company to ensure that they are legitimate. 

• Obtain a physical address rather than simply a post office box and a telephone number, and call the 

seller to see if the telephone number is correct and working. 

• Send an e-mail to the seller to make sure the e-mail address is active, and be wary of those that 

utilize free e-mail services where a credit card wasn’t required to open the account. 

• Consider not purchasing from sellers who won’t provide you with this type of information. 

• Check with the Better Business Bureau from the seller’s area. 

• Check out other websites regarding this person/company. 

• Don’t judge a person or company by their website; flashy websites can be set up quickly. 

• Be cautious when responding to special investment offers, especially through unsolicited e-mail. 

• Be cautious when dealing with individuals/companies from outside your own country. If possible, 

purchase items online using your credit card. You can often dispute the charges if something goes 
wrong. 

• Make sure the transaction is secure when you electronically send your credit card number. 

• Keep a list of all your credit cards and account information along with the card issuer’s contact 

information. If anything looks suspicious or you lose your credit card(s), contact the card issuer 
immediately.  

 
 
Source—Federal Bureau of Investigation  (FBI) 

 


